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Use trusted sellers.
Research online shopping websites before you buy  
and stick to well-known trusted brands.

Be aware of fake sellers.
Check logos, business names, URL addresses and contact details against the 
company’s website. If they don’t match up, have different sizing or colours,  
steer clear! Type the web address into your browser instead of clicking on a link.

Use secure payment methods.
Pay by PayPal or your credit card. Never pay by direct bank deposits,  
money transfers or other methods (like Bitcoin).

Check to make sure it is a reputable site
Look for the padlock symbol and ‘https’ at the start of the web address  
(not http).

WHAT TO DO IF THINGS GO WRONG
If you’ve been the victim of a cybercrime:

CYBERCRIMINALS LIKE ONLINE SHOPPING TOO
Secure online shopping checklist

SIGN UP
To our free alert service  
cyber.gov.au/acsc/register  
and follow us on Facebook 
facebook.com/cybergovau

REPORT
Cybercrime to  REPORTCYBER:  
cyber.gov.au/report

CONTACT
Call 1300 CYBER1
or visit cyber.gov.au

VISIT
cyber.gov.au for more advice 
on how to be secure online.

Add a note to your order

Checkout
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