
Summary Checklist.

	 ��I have implemented the most effective 
MFA methods on all my accounts.

	 ��I have secured my accounts using 
a password manager.

	 ��I have improved my Wi-Fi router 
security by:

	� Changing my router’s default username 
and password.

	� Changing my default Wi-Fi username  
and password.

	� Changing to the strongest Wi-Fi 
encryption (WPA3 or WPA2).

	� Updating my router’s firmware.

	� Disabling remote management  
and UPnP on my router.

	� Enabling Guest Wi-Fi.

	 ��I ensure I secure my IoT devices:

	� Before purchasing an IoT device.

	� When setting up an IoT device.

	� When maintaining an IoT device.

	� When disposing of an IoT device.

	 ��I have encrypted my computer’s 
hard drive.

	 ��I have extended my cyber secure 
thinking by ensuring I am:

	� Taking control of my mailboxes.

	� Continuing to learn more about 
cyber security.

PERSONAL 
CYBER SECURITY.
ADVANCED STEPS.

Use this handy checklist  
to track your progress: 

For more information, or to report a cyber security incident,  
contact us: cyber.gov.au  |  1300 CYBER1 (1300 292 371).

http://cyber.gov.au

	I have implemented the most effective: Off
	I have secured my accounts using: Off
	I have improved my WiFi router: Off
	I ensure I secure my IoT devices: Off
	I have encrypted my computers: Off
	I have extended my cyber secure: Off
	Before purchasing an IoT device: Off
	When setting up an IoT device: Off
	When maintaining an IoT device: Off
	When disposing of an IoT device: Off
	Changing my routers default username: Off
	Changing my default WiFi username: Off
	Changing to the strongest WiFi: Off
	Updating my routers firmware: Off
	Disabling remote management: Off
	Enabling Guest WiFi: Off
	Taking control of my mailboxes: Off
	Continuing to learn more about: Off


