
PROGRAM DAY ONE

Tuesday 25 November

Boronia Room

Time Presentation

08:00 Registrations open

09:00 – 10:00 Steering Committee meeting (SC members only)

10:00 – 10:45 AGM

10:45 – 11:00 Morning tea

11:00 – 11:45 AGM

11:45 – 12:15 Steering Committee meeting (SC members only) – Session 2

12:15 –13:00 Lunch

13:00 – 15:00 
Team-building activity

Koori Kinnections workshops

15:00 – 15:15 Afternoon tea

15:15 – 16:15 Conference Photo

16:30 – 17:30
Team-building activity 

Sydney Harbour Cruise

18:00 – 21:00
Optional no-host social drinks at ‘The Treasury’ – the hotel lobby bar on the  
ground floor
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PROGRAM DAY TWO

Wednesday 26 November

Boronia Room

Time Presentation Presenter

07:30 Registrations open

08:30 – 08:45 Opening Remarks
Stephanie Crowe 
Head of the Australian Cyber Security Centre ACSC, Australia

08:45 – 09:00 Suggestions for Secure AI Service Operations 
JinWook Seo 
Researcher | KrCERT/CC – KISA, Republic of Korea

09:00 – 09:30 
Once Upon a Cloud: APTs and their Happily Ever 
After Delivery Chain

Denise Tsai 
Cybersecurity Researcher | TWCERT/CC, Taiwan

09:30 – 10:00 
A Survey on Large Language Models for Code 
Security 

Ming Liu 
Senior Engineer | CNCERT/CC, China

10:00 – 10:30
Demonstrating Consequence in CI using 
simulated and Hardware in the loop Techniques  

Courtney 
Technical Director | ACSC, Australia and 

Cormac 
Technologist | ACSC, Australia

10:30 – 11:00 
Helping Analysts Overcome Alert Fatigue Using 
AI Agent 

Nur Sarah Jamaludin 
Analyst | CyberSecurity Malaysia, Malaysia

11:00 – 11:30 Morning tea

11:30 – 12:00 
Hacking attacks targeting South Korea and 
corresponding countermeasures 

Steve Han 
Researcher| KNCERT, Republic of Korea

12:00 – 12:15 
Thailand’s Regulatory Framework and 
Mechanisms on Anti-Online Scam 

Teerawut Wittayakorn 
Deputy Secretary-General | NCSA, Thailand

12:15 – 12:30 
Securing Informational IoT: Study on Digital 
Signage 

Perry Yan 
Senior Analyst | HKCERT, Hong Kong

12:30 – 12:45 Contemporary ACSC DFIR Investigations 

Lewis 
Incident Responder | ACSC, Australia and

Brendan 
Technical Lead | ACSC, Australia

12:45 – 13:15
The Global rush and CERT-In’s push for Post 
Quantum Cyber Readiness

Marshal R

Scientist ‘D’ | CERT-In, India

13:15 Closing Remarks Melissa Gordon-Robertson

13:15 – 14:15 Lunch

14:15 – 15:30 Closed Table Top Exercise (TTX)
Eunju Pak 
APCERT Chair | KrCERT/CC – KISA, Republic of Korea

15:30 – 15:45 Afternoon tea

15:45 – 17:00 Closed Table Top Exercise (TTX)
Eunju Pak 
APCERT Chair | KrCERT/CC – KISA, Republic of Korea
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GALA DINNER

Wednesday 26 November

Time Presentation Presenter

18:00 – 18:30 Arrivals

18:30  Welcome to Country 

Opening Remarks

Uncle Allan Murray of the Eora Nation

Stephanie Crowe 
Head of the Australian Cyber Security Centre | ACSC, Australia

19:00 – 19:20 Entree 

19:20  Special Guest Keynote
Jessica Hunter 
Ambassador for Cyber Affairs and Critical Technology

19:50 – 20:20 Main 

20:20 APCERT Awards
Melissa Gordon-Robertson 
Assistant Director-General of Customer and International Engagement 
|ACSC, Australia

20:40 – 21:00 Dessert 

21:30 End of proceedings
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PROGRAM DAY THREE

Thursday 27 November

Boronia Room

Time Presentation Presenter

07:30 Registrations open

08:45 – 09:00 Opening Remarks
Melissa Gordon-Robertson 
Assistant Director-General of Customer and International 
Engagement | ACSC, Australia

09:00 – 09:30 Keynote Speaker
Stephanie Crowe 
Head of the Australian Cyber Security Centre

ACSC, Australia

09:30 – 10:00 
Leading for the Greater Good: The Strategic 
Realities of CERT Leadership in 2025  

Ivano Bongiovanni 
General Manager | AUSCERT, Australia

10:00 – 10:30 Morning tea

10:30 – 11:00
CNA, KEV, and the Missing Middle CERTs as the Key 
to Vulnerability Visibility 

Raj Udayanga 
Group Manager – Cyber Security Operations MON-CSIRT / 
Monash University, Australia

11:00 – 11:30 Insights from the APNIC Honeynet Project   
Adli Wahid 
Senior Internet Security Specialist | APNIC, Malaysia

11:30 – 12:00
The Preventable Internet Outage Everyone Is 
Ignoring – BGP Session DDoS  

Barry Greene 
Resiliency & Security Architect | Shadowserver Foundation, 
USA

12:00 – 12:30 
Principles for the Secure Integration of AI in 
Operational Technology

Ken Radke 
Technical Director | ACSC, Australia

12:30 – 13:30 Lunch

13:30 – 14:00 
Building Global Trust: The Role of FIRST in Enhancing 
Incident Response and International Cybersecurity 
Collaboration

Yukako Uchida 
FIRST | JPCERT/CC, Japan and 

Nadia Yousef 
FIRST | CISO Lens, New Zealand

14:00 – 14:30 
Campaign Analysis Without the Chaos: Turning 
Incidents into Intelligence 

Karine Tobin 
Senior Cyber Threat Intelligence Analyst | Deloitte, Australia

14:30 – 15:00 
Harry Loader – An Emerging Android Malware 
Threat that bypasses Traditional Defenses 

Yu Zhe (Ian) Chin 
Malware Analyst | CSA, Singapore

15:00 – 15:30 Afternoon tea

15:30 – 16:00 AI-Powered Compromised Credential Detection  
Shannon Davis 
Principal AI Security Researcher | Foundation AI/Cisco, 
Australia

16:00 – 16:30 
Making Asia-Pacific Region Quantum Safe – Global 
Learnings and Best Practices 

Umut Cikla 
Quantum Safe Asia Pacific Executive | IBM Research, 
Australia

16:30 – 17:00 
Harnessing Hardware: Malware Detection 
Techniques for Cyber Resilience

Swarun Kameswara Nandury 
Scientist | CERT-In, India

17:00 Closing remarks Melissa Gordon-Robertson
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